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Abstract of the contribution: This contribution proposes evaluation for KI#2.2 and proposes a way forward. 
1. 	Discussion 
1.1 	Introduction
The main goal of KI#2.2 as agreed in the SID is to find options to simplify ATSSS over non-3GPP access, e.g. as stated in the SID:
WT#3: Study whether and how to define a functional architecture and procedures for steering, switching and splitting of traffic not based on current TNGF/N3IWF to simplify the operation over non-3GPP access without compromising the security of the 5G network. 
It is also clear in the justification that the intent never was to define a solution that support all capabilities of rel-18 ATSSS, and that the solution would not assume N3IWF/TNGF, as stated in the Justification part of the SID:
At the same time, many network deployments do not have such nodes and it is therefore beneficial to study how to support a limited set of access traffic aggregation and steering features applicable to non-integrated non-3GPP access not based on TNGF/N3IWF.

Out of all solutions proposed for KI#2.2 in TR 23.700-54, it is clear that solutions 2.7/2.8 provide the most simplification compared to other solutions (more detailed comparison provided in Annex A below).
This paper discusses some aspects that have been raised with solutions 2.7/2.8.  
In the discussion below, we divide the solutions in the TR into the following categories:
- 	Category 1:  Solutions using IKEv2/IPSec between UE and UPF, without N3IWF/TNGF and without NAS via non-3GPP (Solutions 2.2 and 2.6)
- 	Category 2: Solutions using MPQUIC between UE and UPF, without N3IWF/TNGF, without IKEv2/IPSec and without NAS via non-3GPP (Solutions 2.7 and 2.8)
- 	Category 3: Solutions based on existing N3IWF/TNGF (solutions 2.12 and 2.13)
Below we address the concerns expressed in NWM with category 2 primarily.
1.2 	Generalization to enable ATSSS-lite with MA PDU Session Establishment in non-3GPP access
One concern expressed is that sol 2.7/2.8 has a dependency that MA PDU Session shall be first established over the 3GPP access and cannot operate when 3GPP access is not available.
It should be noted that Sol 2.7/2.8 is not a parallel track. It is an optimization/simplification to existing ATSSS that can be used in certain scenarios. For scenarios where there is a need to operator non-3GPP access standalone, e.g. with single-access PDU Sessions over non-3GPP access, the existing rel-18 solutions are available and can co-exist with sol 2.7/2.8. 

1.3 	Support of all Steering Functionalities
Another concern raised is that Sol 2.7/2.8 do not support ATSSS-LL. 
However, ATSSS-LL is already supported by rel-18 ATSSS and Sol 2.7/2.8 do not claim to replace rel-18, it is just an optimization for certain scenarios. The SID also clearly state that the goal is to study how a limited set of access traffic aggregation and steering features can be supported in a simplified way. The argument that Sol 2.7/2.8 do not support ATSSS-LL are therefore unfounded. 
It may however still be interesting to find solutions that simplify ATSSS over non-3GPP also for ATSSS-LL. Solutions 2.2 and 2.6 achieve some simplification (avoiding NAS via non-3GPP access) but at the same time introduce new requirements in UPF and also new interfaces. Also, the existing rel-18 solution for ATSSS with ePDG can already fulfil similar functionality as Solutions 2.2 and 2.6.  These solutions therefore do not introduce any substantial simplifications compared to a pre-rel-19 system. It can however be possible to collocate the ePDG with UPF as described in Sol 2.2 as a deployment option or, together with SA3, identify solutions with IPSec between UE and UPF that are more lightweight than Sol 2.6. 
Observation 1: Sol 2.2, collocating ePDG with UPF, can be supported as a deployment option with minor enhancements to the standard (delivering ePDG IP address via SM NAS to the UE). Alternatively, together with SA3, solutions with IPSec between UE and UPF that are more lightweight than Sol 2.6 can also be considered.

1.4 	Access to the UPF via Internet
Another concern raised is that there may be security issues with exposing a MPQUIC proxy in UPF via the Internet. It should however then be noted that the UPF is already exposed via the Internet (via N6). Also, operators typically need to deploy Firewalls (either separately or integrated in UPF) but those Firewall aspects are out of 3GPP scope. 
It can also be noted that the security aspects of all KI#2.2 solutions need to be studied and SA3 has already started. For category 1 solutions, the security aspects may relate to having a direct UE-UPF connection via non-3GPP access without a separate security entity. For category 2 solutions, the security aspects may relate to having a direct UE-UPF connection via non-3GPP access and relying on the primary authentication done via 3GPP access. For category 3 it may relate to using NULL encryption in IPSec or remove the IPSec SA altogether. However, all these topics are within SA3 remit. 
Observation 2: No concrete technical arguments regarding security of any solution in TR 23.700-54 have been brought up in SA2. This is a topic that should be looked at by SA3 (applies equally to all solutions for KI#2.2). 

1.5 	Adding solution options for non-3GPP access
Another concern that was raised is that the solution space for non-3GPP access is already fragmented and that we should not add a new architecture option.
It should be noted that Sol 2.7/2.8 do not introduce a "parallel track" that is orthogonal to other non-3GPP solutions. Sol 2.7/2.8 instead build on existing MA PDU Session functionality (MPQUIC), provides an option to streamline the existing MA PDU Session solution for certain scenarios where this is suitable, and it can also co-exist with deployments with N3IWF/TNGF. Also, as stated in the FS_MASSS SID, a justification for the study is that "many network deployments do not have such nodes and it is therefore beneficial to study how to support a limited set of access traffic aggregation and steering features applicable to non-integrated non-3GPP access not based on TNGF/N3IWF". Using Sol 2.7/2.8 can thus be a steppingstone for many operators to bring MA PDU Sessions to the market. 
Observation 3: Sol 2.7/2.8 provides clear benefits for specific scenarios. For scenarios where UEs need to connect to the 5GC without an additional 3GPP leg, solutions based on N3IWF/TNGF exist already and can co-exist with Sol 2.7/2.8.

1.6 	Level of simplification
Based on the comparison in Annex A, Sol 2.12/2.13 provides none or very minor simplification compared to existing rel-18. Sol. 2.13 is also technically unclear since the routing between UE and N3IWF/TNGF is not described. Sol 2.12 makes it possible to avoid double encryption in case MPQUIC is used, but the IPSec packet encapsulation overhead is still maintained, and IPSec integrity protection cannot be turned off. It can be questioned whether avoiding encryption but still requiring integrity protection brings any real processing improvements in the UE and the network. 
Observation 4: The option to support NULL encryption between UE and N3IWF could potentially be supported but it does not provide any real improvements since the packet encapsulation overhead is still maintained, and IPSec integrity protection cannot be turned off. 
Solutions 2.2/2.6 provide some significant simplification as they allow ATSSS via non-3GPP access without NAS via non-3GPP access. These solutions do however keep IKEv2/IPSec, resulting in overhead and complexity when MPQUIC is used. 
Observation 5: In case there is a desire to support IPSec between UE and UPF for ATSSS-LL traffic, solutions can be discussed together with SA3 on how to do that with small impacts to the system, e.g. as described in Observation 1 above. IPSec should however not be required for MPQUIC traffic. 
2. 	Proposal
Conclude KI#2.2 by supporting the possibility to use MPQUIC directly between UE and UPF by establishing the MA PDU Session via 3GPP access.
A. 	Annex A
The solutions proposed for KI#2.2 are summarized in Table 1 (AMF impacts to support capability negotiation and SMF selection has not been included for simplicity since it is similar in all solutions).

Table 1: Comparison of solutions for KI#2.2
	
	Solution #

	
	Category 1: 
Solutions using IKEv2/IPSec between UE and UPF, without N3IWF/TNGF and without NAS via non-3GPP
	Category 2: 
Solutions using MPQUIC between UE and UPF, without N3IWF/TNGF, without IKEv2/IPSec and without NAS via non-3GPP
	Category 3: 
Solutions based on existing N3IWF/TNGF

	
	2.2
	2.6
	2.7
	2.8
	2.12
	2.13

	Simplification
	Eliminates NAS and N2 via non-3GPP.

Allows IPSec SA to use NULL encryption
	Eliminates NAS and N2 via non-3GPP.
	Eliminates NAS and N2 via non-3GPP. 

Eliminates IKEv2 / IPSec via non-3GPP
	Eliminates NAS and N2 via non-3GPP. 

Eliminates IKEv2 / IPSec via non-3GPP
	Allows IPSec SA to use NULL encryption 
	Allows to send traffic without IPSec SA 

	5GC impacts
	SMF, UPF, (ePDG).

New interfaces (re-using EPC interfaces for ePDG)

	SMF, UPF, AUSF.  

New interface SMF-AUSF.

PFCP impacts to carry EAP payload
	SMF, UPF.
	SMF, UPF.
	N3IWF, SMF, UPF
	N3IWF/TNGF, SMF, UPF

	Supported Steering Functionalities
	ATSSS-LL, MPTCP, MPQUIC
	ATSSS-LL, MPTCP, MPQUIC
	MPTCP, MPQUIC
	MPQUIC
	ATSSS-LL, MPTCP, MPQUIC
	Not stated

	Double encryption over non-3GPP
	Yes for MPQUIC.
No for ATSSS-LL, MPTCP.
	Yes for MPQUIC. 
No for ATSSS-LL, MPTCP.
	No
	No
	No
	Not clear

	Considerations
	Does not simplify the protocol stack since the existing ePDG solution is re-used. Removes crypto overhead, but packet encapsulation is maintained, and IPSec integrity protection is required. Also maintains 4G/EPC protocols and entities. 
	Partial simplification: IKEv2/IPSec maintained, but avoids NAS via non-3GPP 

Significant system impact (new interface and impacts to existing interfaces). 


	Significant simplification: avoids IKEv2/IPSec and NAS via non.3GPP.


	Significant simplification: avoids IKEv2/IPSec and NAS via non.3GPP.


	Insignificant simplification: Removes crypto overhead, but IPSec packet encapsulation is maintained, and IPSec integrity protection is required. NAS needs to be used via non-3GPP access. 
	The solution is unclear since the traffic forward/routing between UE and N3IWF/TNGF is not described. It is therefore not easy to evaluate. 
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